Vážení pedagogové,

rádi bychom vás pozvali k účasti na unikátním vzdělávacím programu „Bezpečí ve virtuálním světě“, jehož prostřednictvím můžete získat znalosti o rizicích spojených s pohybem v kybernetickém prostoru. Tyto vědomosti mohou být užitečné nejen pro vaši vlastní osobní informační bezpečnost, ale můžete je předat svým žákům a studentům, kteří vstupují do světa obrovských technologických a komunikačních možností, v nichž se vyznají mnohem lépe než jejich učitelé a rodiče.

Ti často ani nemusejí tušit, co děti na počítačích dělají, co zveřejňují, co kam posílají, s kým komunikují (a vědí to vždy i děti samy?), zda neohrožují rodinný bankovní účet, zabezpečení domu nebo uschované cennosti nebo co všechno na sebe (a na rodiče nebo učitele) na internetové síti prozradí.

Informace o nebezpečí, které se může skrývat ve virtuálním světě, a zejména o základních pravidlech obezřetného chování a možnostech ochrany proto budou stále nabývat na důležitosti.

Kurs je součástí projektu, který získal grantovou podporu v oblasti vzdělávání pracovníků škol a školských zařízení (program Vzdělávání pro konkurenceschopnost).

**Obsah:**

* typické příklady, jak lze počítačové technologie zneužít;
* bezpečné chování na sociálních sítích a internetu, omezení rizika zneužití virtuální identity;
* bezpečné používání informačních technologií – co (ne)dělat ve virtuálním světě, abychom si nezpůsobili problémy ve světě reálném;
* kyberšikana;
* ochrana osobních údajů na internetu;
* internet a právo – co je a co není legální;
* praktické ukázky a případy, které se staly;
* workshop – vytvoření metodických materiálů k výuce.



Kurs je určen pro učitele vyučující všeobecněvzdělávací předměty na základních a středních školách a pro učitele informatiky. Na závěr účastníci obdrží certifikát o absolvování. V případě zájmu jim i následně budou zasílány aktuální informace týkající se tohoto tématu.

**Termíny:** učitelé středních škol **15. 11. 2012-16. 11. 2012** nebo **27. 11. 2012-28. 11. 2012**; učitelé základních škol **14. 2. 2013-15. 2. 2013**. Termíny budou upřesněny, případně doplněny dle dohody s přihlášenými účastníky.

**Předpokládané místo konání:** Jihomoravské inovační centrum, U Vodárny 2, Brno

**Cena kurzu:** ZDARMA

**Lektoři:**

**Hypericum (příjemce grantu, občanské sdružení zabývající se informační bezpečností):**

Mgr. Jiří Komosný, právník

Bc. Petra Kadlecová, odborník na sociální sítě a bezpečnost

**ČVUT:**

RNDr. Leo Galamboš, Ph.D., vysokoškolský pedagog, zástupce vedoucího ústavu bezpečnostních technologií a inženýrství

Mgr. Jaroslav Srp, vysokoškolský pedagog, Ústav bezpečnostních technologií a inženýrství

Ing. Andrej Pastorek, odborný pracovník, Ústav bezpečnostních technologií a inženýrství

**Firma Icontio:**

Mgr. Emil Vařeka, MBA, odborník na informační a komunikační technologie a bezpečnost

Mgr. Petr Hladík, odborník na procesní a organizační bezpečnost

**Odborný garant:**doc. ing. Václav Jirovský, CSc., vysokoškolský pedagog, vedoucí ústavu bezpečnostních technologií a inženýrství

**Materiální a technické zabezpečení:** malé občerstvení, tištěná skripta, elektronické dokumenty, přístup na portál a k e-learningovým kursům, během kursu k dispozici notebook s přístupem do simulačního prostředí (k praktickému procvičení probírané látky), základní materiály použitelné pro výuku, které si v rámci workshopu účastníci mohou upravit podle vlastních potřeb.

**Přihlášení:** zájemceo účast prosíme o vyplnění přihlášky na adrese **registrace.hypericum.cz** (v provozu od 1. 10.).